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Objectives  
 
• Identifying Vulnerabilities 

• Risk Assessment 

• Improving Security 

• Protecting Sensitive Data 

• Educating Stakeholders 

 
Report of Ethical Hacking Session  
 
Department of Computer Science organized a session about the recent 

technology “Ethical Hacking” for the Final year students of B.Sc Computer 

Science and BCA on 12/01/2024 from 9.30 am to 12.00 pm at Russa Lab of 

Christ College (Autonomous),Irinjalakuda. The programme is is coordinated 

by Ms Rasmi P M and Mr Thoufeeq Ansari jointly, Assistant professors of 

department of Computer Scienece jointly with the Red Hat Accadamy, East 

Thrissur. Ethical hacking, also known as penetration testing or white-hat 

hacking, is the practice of deliberately and legally exploiting vulnerabilities 

in computer systems, networks, applications, and infrastructure to identify 

security weaknesses. Unlike malicious hackers (black-hat hackers) who 
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exploit vulnerabilities for personal gain or malicious intent, ethical hackers 

use their skills to help organizations improve their cybersecurity defenses. 

Ethical hacking is a vital component of a comprehensive cybersecurity 

strategy, enabling organizations to proactively identify and address security 

vulnerabilities, protect sensitive data, and mitigate cyber risks effectively.  
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OUTCOMES 

1. Improved Incident Response Preparedness 

2. Remediation Recommendations 

3. Enhanced Security Defenses 

4. Strengthened Security Controls 


